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Dear Federal Network Executive:

The Federal Networks 2016 Conference will bring together
senior decision makers from key agencies across the
government to share their latest plans for how they will
design, purchase, and operate their networks as well as the
IT services that these networks enable and deliver.  

This year, top technology officials from the Defense
Department and civil agencies will give us an in-depth look
at how enterprise-level initiatives including the JIE, IC ITE and
NS2020 will shape the government’s next-generation
infrastructure and service upgrade requirements.  

The Federal Networks Conference has become the most
important government-wide forum focusing on net-centric
solutions to the government’s top challenges. Whether it’s
strengthening our nation’s defense, defending against
cybersecurity threats, providing top quality care for our
nation’s military forces and veterans, or delivering next-
generation mobile solutions, the government is now turning
to enterprise-level network technologies for results.  

The leading defense and civil agency decision makers are
taking valued time from their busy schedules to prepare
focused, substantive presentations for Federal Networks
2016. They know that this conference provides a direct
channel to the senior representatives from industry who can
mobilize the innovation, technology, and talent needed to
ensure success in the government’s transformation to next-
generation network infrastructure and services during
turbulent times.  

I look forward to joining you on February 17th and 18th to
help determine how the government, partnered with
industry, will leverage the latest network and IT technologies
to deliver tomorrow’s solutions.  

See you there,�

Warren Suss
Conference Chairman and
President, Suss Consulting, Inc. 

 

 

A portion of the proceeds 
from this conference will 
be donated to the USO.

What do you look for in a federal IT consulting firm? A long, proven
track record of delivering results with high value for its clients?
Consultants who customize each project to address each client’s
unique objectives, constraints and culture? Trusted advisors with the
backbone to make sure clients understand risks and costs as well as
opportunities? Respected professionals you are proud to be
associated with, who will never violate client non-disclosure
agreements and are widely recognized in the industry for their
trustworthiness and ethical standards of conduct?  
Since 1982, Suss Consulting has been delivering high value results
with integrity to system integrators, carriers, professional services
firms, software and IT system manufacturers, as well as cloud and
network service providers. Suss Consulting specializes in helping
corporate clients identify and capture opportunities throughout the
Defense Department and civil agency IT marketplace. Suss
Consulting has helped its corporate clients win over $50 billion in
new federal contracts. 
Suss Consulting provides four major services to corporate clients:  
4 Proposal Support: The Suss team has a winning track record

on federal proposals, and provides a full range of support
including proposal strategy, planning, management, editing,
writing, and production. 

4 Opportunity Capture: These projects help clients bring in the
business. They include full-range strategic and tactical capture
management and sales assignments, as well as help in the design
and implementation of business development, capture processes
and federal marketing programs.

4 Market Research: These projects help executives analyze
current and emerging government requirements for the client’s
services and systems, and include market sizing, market
segmentation, competitive analysis, and price-to-win. 

4 Strategic Planning: These projects help clients deliver on their
potential through improved federal positioning, opportunity
targeting, resource allocation, and sales/marketing management.   

Suss Consulting has over seventy professionals including specialized
staffs in proposal support, capture management, business
development, pricing, sales/marketing, and market research. Our
professionals have served as respected senior officials and executives
in the largest agencies and government contractors.
Suss Consulting professionals include subject matter experts and
practice area teams in most federal agencies and Defense
Department services/departments, including DISA, VA, Army, GSA,
Air Force, SSA, Navy, HHS, ODNI, DOI, DHA, Justice, Pentagon, and
Agriculture. The Suss team also includes specialists in Price-to-Win,
Federal Contract Law, Competitive Analysis, Cost Accounting
Standards, GSA Federal Supply Schedules, Solution Development,
Pricing Strategy, and Basis of Estimate preparation.   
Suss Consulting…When you need results. ™  

ABOUT 

The Armed Forces Communications
and Electronics Association,
Washington, DC Chapter (AFCEA
DC) is dedicated to providing its

members with technical, policy, regulatory, program and budget
information that directly shapes governmental information
technology decisions. AFCEA DC also funds one of the most
robust scholarship programs in the area. It has awarded
scholarships for over 25 years to students pursuing science,
engineering and technology degrees. www.afceadc.org 

AFCEA
WASHINGTON, DC CHAPTER

CONFERENCE CO-SPONSOR



Wednesday, February 17, 2016

7:30 - 8:30 AM
Registration, Networking, and Exhibits

8:30 - 9:00 AM
Keynote Address

Next-Generation Federal
Networks: Opportunities and
Risks
The conference chairman will identify
new government marketplace
opportunities and risks as agencies
across the government design, acquire,
and transition to their next-generation
networks.  The presentation will discuss
how changes in the customer
environment will reshape the
competitive landscape for carriers,
integrators, system manufacturers, and
professional services companies.
• Warren Suss, President, Suss

Consulting Inc. and Conference
Chairman 

9:00 - 10:30 AM
General Services
Administration (GSA)
Integrated Technology
Services 
GSA’s Assistant Commissioner for
Integrated Technology Services (ITS) and
her executive team will provide an
update on the top ITS initiatives,
including Enterprise Infrastructure
Solutions (EIS), Satellite services, and
mobility. Presentations will highlight
GSA’s work with agencies across the
government to prepare for the
upcoming EIS task order competitions
for transitioning from Networx to EIS.
The session will also cover the latest on
GSA’s next-generation contracts and
service offerings, including cloud
services, Alliant II, and cybersecurity.
• Mary Davie, Assistant Commissioner,

Integrated Technology Services,
Federal Acquisition Service, General
Services Administration

• Amando E. Gavino, Director, Office
of Network Services Programs,
Integrated Technology Services,
Federal Acquisition Service, General
Services Administration 

• Jim Russo, Technical Director,
Enterprise Infrastructure Solutions
Program, Federal Acquisition Service,
General Services Administration 

• David Peters, Director of Mobility
and Niche Programs, Office of
Network Services Programs,
Integrated Technology Services,
Federal Acquisition Service, General
Services Administration 

• Kevin Gallo, Director of the Service
Development Division, Office of
Integrated Technology Services,
General Services Administration

• Debbie Hren, Network Services
Transition Director, Office of Network
Services, Office of Integrated
Technology Services, Federal
Acquisition Service, General Services
Administration

10:30 - 11:00 AM
Break, Networking and Exhibits

11:00 - 12:00 PM
DHS Enterprise IT Strategies
and Opportunities 
The Department of Homeland Security’s
(DHS) Chief Technology Officer will
provide an update on the latest DHS
strategies and initiatives to deliver the
next-generation of cost-effective,
secure, and reliable IT infrastructure and
product/service offerings for the DHS
enterprise. His presentation will
highlight requirements from industry to
support the DHS mission.
• Mike Hermus, Chief Technology

Officer, U.S. Department of Homeland
Security

12:00 - 1:30 PM
Luncheon Keynote
Presentation: Federal
Communications Commission
The Chief of the Public Safety and
Homeland Security Bureau of the
Federal Communications Commission
(FCC) will provide an update on the
multi-billion dollar FirstNet initiative to
build, operate, and maintain the first
high-speed, nationwide wireless
broadband network dedicated to public
safety. FirstNet will provide a single
interoperable platform for emergency
and daily public safety communications.
The presentation will focus on the near-

term, mid-term, and long-term
opportunities for industry and on the
major program challenges that the FCC
will be looking to industry to address
with innovative technical, financial, and
operational solutions.
• David G. Simpson, Rear Admiral
(ret.) USN, Chief of Public Safety and
Homeland Security Bureau, Federal
Communications Commission

1:30 - 2:15 PM
VA Technology Strategy and
Plans
The Department of Veterans Affairs’
(VA) Deputy Chief Information Officer
for Architecture, Strategy and Design
will provide an update on how VA’s IT
architecture and technology strategy
will drive high priority upcoming VA
requirements from industry to enhance
IT infrastructure, security, information
sharing services, and communications
technologies.
• Paul Tibbits, M.D., Deputy Chief

Information Officer for Architecture,
Strategy and Design, Department of
Veterans Affairs

2:15 – 3:00 PM
VA IT Acquisition Strategy and
Plans
The Executive Director for VA
Information Technology Acquisition
Strategy is responsible for VA’s
acquisition program management
oversight, information technology
governance, industry liaison, federal
strategic sourcing, customer interface
support, dissemination of acquisition
policy and procedures, and federal
interagency agreements. She is also the
VA Chief Information Officer's Small
Business Representative for all
socioeconomic categories.  She will
provide an overview of VA’s evolving
acquisition strategies and how they will
shape VA’s major IT acquisition
programs and contracts.  
• Luwanda Jones, Executive Director

of IT Acquisition Strategy and Facilities
Management, Department of
Veterans Affairs

3:00 – 3:15 PM
Break, Networking and Exhibits



3:15 – 4:00 PM
Department of Interior
Network and IT Requirements
Update
The Department of Interior’s (DOI)
Chief, Office of Enterprise Information
(OEI) will provide an update on the
agency’s plans for their next-generation
networks, IT infrastructure, and related
IT services and capabilities.  He will
cover DOI’s mobility, cloud, and cyber
priorities, with a focus on upcoming
DOI requirements from industry.
• Timothy Quinn, Designated DOI

Executive Sponsor for EIS, Chief,
Office of Enterprise Information (OEI),
U.S. Geological Survey, Department of
Interior

4:00 - 5:00 PM
The Federal Aviation
Administration Federal
Telecommunications
Infrastructure II
The Federal Aviation Administration
(FAA) is planning its replacement for its
Federal Telecommunications
Infrastructure (FTI) contract, which
supports National Airspace System (NAS)
operations by providing the connectivity
required by FAA systems as well as
applications like e-mail, Internet, payroll,
and other administrative services.  The
FTI II Program Manager will provide an
update on the upcoming FTI II
acquisition, highlighting FTI II’s technical,
cyber, and management priorities.
• Deborah Young, FTI-2 Program

Manager, AJM-317, Federal Aviation
Administration

5:00 - 6:00 PM
Hosted Networking Reception

Thursday, February 18, 2016 

7:30 - 8:15 AM
Registration, Networking, and Exhibits

8:15 - 9:00 AM
Update on the Joint
Information Environment (JIE) 
The Deputy Department of Defense
(DoD) Chief Information Officer for
Information Enterprise will provide an
update on how the Joint Information

Environment (JIE) will shape DoD’s most
important initiatives, including the latest
developments related to cybersecurity,
cloud computing, Unified
Communications as a Service (UCaaS),
and secure mobility. The presentation
will highlight new opportunities for
industry to partner with DoD to achieve
the objectives of the JIE. It will also
include an overview of the DoD IT
budget and an update on new
strategies to enhance the efficiency and
effectiveness of the Defense
Department’s Information Enterprise.
• David A. Cotton, Deputy Chief

Information Officer for Information
Enterprise, Department of Defense

9:00 - 10:30 AM
DISA Update
Five top Defense Information Systems
Agency (DISA) executives will describe
their latest strategies and plans for the
Defense Department’s networks,
network services, and capabilities with
an emphasis on upcoming requirements
from industry. The presentations will
cover network infrastructure, services,
enhancements, and upgrades;
Enterprise Services; Information
Assurance (IA); cloud; cybersecurity and
other next-generation DISA IT and
network technology requirements.  The
presentations will also include updates
on Encore III, Enterprise Unified
Capabilities as a Service (UCaaS), Virtual
Desktop Infrastructure (VDI), HBSS,
DECC Operations and Technical
Support, and SETI/ASEC.
• Alfred Rivera, Director, Development

and Business Center, Defense
Information Systems Agency

• Jason Martin, Chief, Enterprise
Infrastructure, Enterprise Services
Division, Defense Information Systems
Agency 

• Jessie Showers, Infrastructure
Executive, Infrastructure Directorate,
Defense Information Systems Agency

• Jack Wilmer, Infrastructure
Development Executive, Infrastructure
Development Directorate, Defense
Information Systems Agency 

• Captain Craig (Al) Holtslander,
Acting Director, Services Development
Directorate, Defense Information
Systems Agency

10:30 - 11:00 AM
Break, Networking and Exhibits

11:00 - 12:00 PM
Army Enterprise Requirements
Update
The Army's Deputy Chief Information
Officer will provide an update on Army
Enterprise IT initiatives for Department
of Defense and Army business and
combat service support systems, as well
as the Army's communications and
computer infrastructure. The
presentation will highlight the Army's
role in the evolution of the Joint
Information Environment (JIE), and will
cover specific upcoming requirements
from industry for near-term and mid-
term support to create the
next-generation Army IT infrastructure,
services and applications.
• Gary Wang, Deputy Chief

Information Officer (CIO)/G-6 U.S.
Army

12:00 - 12:30 PM
Army Installation
Requirements Update
The Army's Project Manager, Installation
Information Infrastructure
Communications and Capabilities (I3C2)
leads the organization responsible for
acquiring and delivering the generating
force network capability required to
ensure a single Army network from
each post/camp/station to the tactical
edge.   He will highlight his
organization’s upcoming requirements
for modernizing Army installation IT
infrastructure to deliver data, voice and
unified capabilities/communications
services on classified and unclassified
domains, at coalition networks, at
permanent fixed installations, at semi-
fixed foreword operating
base/contingency operating base sites,
and at mobile ground operations.
• Michael Padden, Project Manager,

Installation Information Infrastructure
Communications and Capabilities
(I3C2), PEO-EIS, U.S. Army



12:30 - 2:00 PM
Luncheon Keynote
Presentation: Opportunities in
the Intelligence Community (IC)
The Intelligence Community’s new
Chief Information Officer will provide
an update on the community’s top
requirements from industry, with a
focus on the opportunities created by
the Intelligence Community
Information Technology Enterprise (IC
ITE). He will cover the requirements for
industry to support the design,
development, implementation, and
ongoing operations and maintenance
of IC ITE elements, and will discuss how
elements of current and planned IC
programs will be modified as IC ITE
ramps up. 
• Raymond Cook, M.D., Chief

Information Officer, Office of the
Director of National Intelligence

2:00 - 3:30 PM
Air Force Information
Technology Update
The Director of Cyberspace Operations
and Warfighting Integration for the Air

Force will present an overview of the Air
Force’s strategies, plans, programs, and
requirements for enhancing and
operating the Air Force networks and
network-related information
technology, focusing on specific
upcoming Air Force requirements for
support in the implementation and
operation of targeted network and IT
enhancements.
• Brigadier General Kevin B.
Kennedy, Director, Cyberspace
Operations and Warfighting
Integration, Office of Information
Dominance and Chief Information
Officer, Office of the Secretary of the
U.S. Air Force [Invited]

3:30 – 5:00 PM
Navy and Marine Corps
Network Opportunities
The Navy’s Executive Director and
Command Information Officer (ED/CIO),
of the U.S. Fleet Cyber Command/10th
Fleet has broad responsibilities,
including directing, operating,
maintaining, securing, and defending
the Navy’s portion of the Global

Information Grid; delivering integrated
cyber, information operations,
cryptologic, and space capabilities; and
delivering global Navy cyber network
common cyber operational
requirements. He will provide updates
on Navy IT and cybersecurity, enterprise
networking operations, plans, and
budgets, ashore and afloat, with an
emphasis on upcoming requirements
from industry.   We will also hear about
upcoming requirements from the
Deputy Chief Information Officer (CIO)
for the Marine Corps, responsible for IT,
cybersecurity, and communications
infrastructure and their applications in
support of the U. S. Marine Corps.
• Matthew H. Swartz, Executive

Director and Command Information
Officer (ED/CIO), U.S. Fleet Cyber
Command/10th Fleet, U.S. Navy

• Kenneth W. Bible, Deputy Director,
Headquarters Marine Corps C4/CIO,
[Invited]

5:00 PM
Federal Networks 2016 Concludes

REGISTRATION INFORMATION Register by January 20 and save $120+

Industry Employee Registration

Register and pay Register 
by 1/20/2016 after 1/20/2016

Full 2-day Registration $840 $1,035
Day 1 only: Feb. 17 $525 $645
Day 2 only: Feb. 18 $525 $645

Government Employee Rate*: Complimentary

Conference Hotel: Sheraton Tysons Hotel 
8661 Leesburg Pike
Tysons, Virginia 22182
888-627-8230

*“Government Employee Rate” is available to verified, full time US Gov-
ernment Agency Employees. Positive identification required. Contractors
may NOT register as US Government Employees. Government passes
and seating subject to availability and will be approved individually. 
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